Table 15.1  Transport Protocol Timers

	Retransmission timer
	Retransmit an unacknowledged segment

	MSL (maximum segment lifetime) timer
	Minimum time between closing one connection and opening another with the same destination address

	Persist timer
	Maximum time between ACK/CREDIT segments

	Retransmit-SYN timer
	Time between attempts to open a connection

	Keepalive timer
	Abort connection when no segments are received


Table 15.2    TCP Service Request Primitives

	Primitive
	Parameters
	Description

	Unspecified Passive Open
	source-port, [timeout], [timeout-action], [precedence], [security-range]
	Listen for connection attempt at specified security and precedence from any remote destination.

	Fully Specified Passive Open
	source-port, destination-port, destination-address, [timeout], [timeout-action], [precedence], [security-range]
	Listen for connection attempt at specified security and precedence from specified destination.

	Active Open
	source-port, destination-port, destination-address, [timeout], [timeout-action], [precedence], [security]
	Request connection at a particular security and precedence to a specified destination.

	Active Open with Data
	source-port, destination-port, destination-address, [timeout], [timeout-action], [precedence], [security], data, data-length, PUSH-flag, URGENT-flag
	Request connection at a particular security and precedence to a specified destination and transmit data with the request.

	Send
	local-connection-name, data, data-length, PUSH-flag, URGENT-flag, [timeout], [timeout-action]
	Transfer data across named connection.

	Allocate
	local-connection-name, data-length
	Issue incremental allocation for receive data to TCP.

	Close
	local-connection-name
	Close connection gracefully.

	Abort
	local-connection-name
	Close connection abruptly.

	Status
	local-connection-name
	Query connection status.


Note: Square brackets indicate optional parameters.

Table 15.3     TCP Service Response Primitives

	Primitive
	Parameters
	Description

	Open ID
	local-connection-name, source-port, destination-port*, destination-address*,
	Informs TCP user of connection name assigned to pending connection requested in an Open primitive

	Open Failure
	local-connection-name
	Reports failure of an Active Open request

	Open Success
	local-connection-name
	Reports completion of pending Open request

	Deliver
	local-connection-name, data, data-length, URGENT-flag
	Reports arrival of data

	Closing
	local-connection-name
	Reports that remote TCP user has issued a Close and that all data sent by remote user has been delivered

	Terminate
	local-connection-name, description
	Reports that the connection has been terminated; a description of the reason for termination is provided

	Status Response
	local-connection-name, source-port, source-address, destination-port, destination-address, connection-state, receive-window, send-window, amount-awaiting-ACK, amount-awaiting-receipt, urgent-state, precedence, security, timeout
	Reports current status of connection

	Error
	local-connection-name, description
	Reports service-request or internal error


* = Not used for Unspecified Passive Open.

Table 15.4   TCP Service Parameters

	Source Port
	Local TCP user

	Timeout
	Longest delay allowed for data delivery before automatic connection termination or error report; user specified

	Timeout-action
	Indicates whether the connection is terminated or an error is reported to the TCP user in the event of a timeout



	Precedence
	Precedence level for a connection. Takes on values zero (lowest) through seven (highest); same parameter as defined for IP

	Security-range
	Allowed ranges in compartment, handling restrictions, transmission control codes, and security levels

	Destination Port
	Remote TCP user

	Destination Address
	Internet address of remote host

	Security
	Security information for a connection, including security level, compartment, handling restrictions, and transmission control code; same parameter as defined for IP

	Data
	Block of data sent by TCP user or delivered to a TCP user

	Data Length
	Length of block of data sent or delivered

	PUSH flag
	If set, indicates that the associated data are to be provided with the data stream push service

	URGENT flag
	If set, indicates that the associated data are to be provided with the urgent data signaling service

	Local Connection Name
	Identifier of a connection defined by a (local socket, remote socket) pair; provided by TCP

	Description
	Supplementary information in a Terminate or Error primitive

	Source Address
	Internet address of the local host

	Connection State
	State of referenced connection (CLOSED, ACTIVE OPEN, PASSIVE OPEN, ESTABLISHED, CLOSING)

	Receive Window
	Amount of data in octets the local TCP entity is willing to receive

	Send Window
	Amount of data in octets permitted to be sent to remote TCP entity

	Amount Awaiting ACK
	Amount of previously transmitted data awaiting acknowledgment

	Amount Awaiting Receipt
	Amount of data in octets buffered at local TCP entity pending receipt by local TCP user

	Urgent State
	Indicates to the receiving TCP user whether there are urgent data available or whether all urgent data, if any, have been delivered to the user



