Table 23.1   MPLS Terminology

	Forwarding equivalence class (FEC)   A group of IP packets that are forwarded in the same manner (e.g., over the same path, with the same forwarding treatment).

Frame merge   Label merging, when it is applied to operation over frame-based media, so that the potential problem of cell interleave is not an issue.

Label merging   The replacement of multiple incoming labels for a particular FEC with a single outgoing label.

Label swap   The basic forwarding operation consisting of looking up an incoming label to determine the outgoing label, encapsulation, port, and other data handling information.

Label swapping   A forwarding paradigm allowing streamlined forwarding of data by using labels to identify classes of data packets that are treated indistinguishably when forwarding.

Label switched hop   The hop between two MPLS nodes, on which forwarding is done using labels.

Label switched path   The path through one or more LSRs at one level of the hierarchy followed by a packets in a particular FEC.

Label switching router (LSR)   An MPLS node that is capable of forwarding native L3 packets.


	Label stack   An ordered set of labels.

Merge point   A node at which label merging is done.

MPLS domain   A contiguous set of nodes that operate MPLS routing and forwarding and that are also in one Routing or Administrative Domain

MPLS edge node   An MPLS node that connects an MPLS domain with a node that is outside of the domain, either because it does not run MPLS, and/or because it is in a different domain. Note that if an LSR has a neighboring host that is not running MPLS, then that LSR is an MPLS edge node.

MPLS egress node   An MPLS edge node in its role in handling traffic as it leaves an MPLS domain.

MPLS ingress node    An MPLS edge node in its role in handling traffic as it enters an MPLS domain.

MPLS label   A short, fixed-length physically contiguous identifier that is used to identify a FEC, usually of local significance. A label is carried in a packet header.

MPLS node   A node that is running MPLS. An MPLS node will be aware of MPLS control protocols, will operate one or more L3 routing protocols, and will be capable of forwarding packets based on labels. An MPLS node may optionally be also capable of forwarding native L3 packets.


Table 23.1   VPN Terminology

	Attachment circuit (AC)   In a Layer 2 VPN the CE is attached to PE via an AC.  The AC may be a physical or logical link.

Customer edge (CE)   A device or set of devices on the customer premises that attaches to a provider provisioned VPN.

Layer 2 VPN (L2VPN)   An L2VPN interconnects sets of hosts and routers based on Layer 2 addresses.
Layer 3 VPN (L3VPN)   An L3VPN interconnects sets of hosts and routers based on Layer 3 addresses.
Packet switched network (PSN)   A network through which the tunnels supporting the VPN services are set up.

Provider edge (PE)   A device or set of devices at the edge of the provider network with the functionality that is needed to interface with the customer.
	Tunnel   Connectivity through a PSN that is used to send traffic across the network from one PE to another. The tunnel provides a means to transport packets from one PE to another. Separation of one customer's traffic from another customer's traffic is done based on tunnel multiplexers

Tunnel multiplexer   An entity that is sent with the packets traversing the tunnel to make it possible to decide which instance of a service a packet belongs to and from which sender it was received. In an MPLS network, the tunnel multiplexor is formatted as an MPLS label.
Virtual channel (VC)   A VC is transported within a tunnel and identified by its tunnel multiplexer. In an MPLS-enabled IP network, a VC label is an MPLS label used to identify traffic within a tunnel that belongs to a particular VPN; i.e., the VC label is the tunnel multiplexer in networks that use MPLS labels.
Virtual private network (VPN)   A generic term that covers the use of public or private networks to create groups of users that are separated from other network users and that may communicate among them as if they were on a private network.





