Table 24.1 MIME Content Types

	Type
	Subtype
	Description

	Text
	Plain
	Unformatted text; may be ASCII or ISO 8859.

	Multipart
	Mixed
	The different parts are independent but are to be transmitted together. They should be presented to the receiver in the order that they appear in the mail message.

	
	Parallel
	Differs from Mixed only in that no order is defined for delivering the parts to the receiver.

	
	Alternative
	The different parts are alternative versions of the same information. They are ordered in increasing faithfulness to the original and the recipient's mail system should display the "best" version to the user.

	
	Digest
	Similar to Mixed, but the default type/subtype of each part is message/rfc822

	Message
	rfc822
	The body is itself an encapsulated message that conforms to RFC 822.

	
	Partial
	Used to allow fragmentation of large mail items, in a way that is transparent to the recipient.

	
	External-body
	Contains a pointer to an object that exists elsewhere.

	Image
	jpeg
	The image is in JPEG format, JFIF encoding.

	
	gif
	The image is in GIF format.

	Video
	mpeg
	MPEG format.

	Audio
	Basic
	Single-channel 8-bit ISDN mu-law encoding at a sample rate of 8 kHz.

	Application
	PostScript
	Adobe Postscript

	
	octet-stream
	General binary data consisting of 8-bit bytes.


Table 24.2 MIME Transfer Encodings

	7bit
	The data are all represented by short lines of ASCII characters.

	8bit
	The lines are short, but there may be non-ASCII characters (octets with the high-order bit set).

	binary
	Not only may non-ASCII characters be present but the lines are not necessarily short enough for SMTP transport.

	quoted-printable
	Encodes the data in such a way that if the data being encoded are mostly ASCII text, the encoded form of the data remains largely recognizable by humans.

	base64
	Encodes data by mapping 6-bit blocks of input to 8-bit blocks of output, all of which are printable ASCII characters.

	x-token
	A named nonstandard encoding.


Table 24.3 Radix-64 Encoding

	6-Bit Value
	Character Encoding
	6-Bit Value
	Character Encoding
	6-Bit Value
	Character Encoding
	6-Bit Value
	Character Encoding

	0
	A
	16
	Q
	32
	G
	48
	w

	1
	B
	17
	R
	33
	H
	49
	x

	2
	C
	18
	S
	34
	I
	50
	y

	3
	D
	19
	T
	35
	J
	51
	z

	4
	E
	20
	U
	36
	K
	52
	0

	5
	F
	21
	V
	37
	L
	53
	1

	6
	G
	22
	W
	38
	M
	54
	2

	7
	H
	23
	X
	39
	N
	55
	3

	8
	I
	24
	Y
	40
	O
	56
	4

	9
	J
	25
	Z
	41
	P
	57
	5

	10
	K
	26
	a
	42
	Q
	58
	6

	11
	L
	27
	b
	43
	R
	59
	7

	12
	M
	28
	c
	44
	S
	60
	8

	13
	N
	29
	d
	45
	T
	61
	9

	14
	O
	30
	e
	46
	U
	62
	+

	15
	P
	31
	f
	47
	V
	63
	/

	
	
	
	
	
	
	(pad)
	=


Table 24.4 Top-Level Internet Domains

	Domain
	Contents

	com
	Commercial organizations

	edu
	Educational institutions

	gov
	U.S. federal, state, and local government agencies

	mil
	U.S. military

	net
	Network support centers, Internet service providers, and other network-related organizations

	org
	Nonprofit organizations

	us
	U.S. state and local government agencies, schools, libraries, and museums

	country code
	ISO standard 2-letter identifier for country-specific domains (e.g., au, ca, uk)

	biz
	Dedicated exclusively for private businesses

	info
	Unrestricted use

	name
	Individuals, for email addresses and personalized domain names.

	museum
	restricted to museums, museum organizations, and individual members of the museum profession

	coop
	Member-owned  cooperative organizations, such as credit unions

	aero
	Aviation community

	pro
	Medical, legal, and accounting professions

	arpa
	Address and routing parameter area; used for technical infrastructure purposes, such as reverse domain name resolution

	int
	International organizations


Table 24.5   Resource Record Types

	Type
	Description

	A
	A host address. This RR type maps the name of a system to its IPv4 address. Some systems (e.g., routers) have multiple addresses, and there is a separate RR for each.

	AAAA
	Similar to A type, but for IPv6 addresses.

	CNAME
	Canonical name. Specifies an alias name for a host and maps this to the canonical (true) name.

	HINFO
	Host information. Designates the processor and operating system used by the host.

	MINFO
	Mailbox or mail list information. Maps a mailbox or mail list name to a host name.

	MX
	Mail exchange. Identifies the system(s) via which mail to the queried domain name should be relayed.

	NS
	Authoritative name server for this domain.

	PTR
	Domain name pointer. Points to another part of the domain name space.

	SOA
	Start of a zone of authority (which part of naming hierarchy is implemented). Includes parameters related to this zone.

	SRV
	For a given service provides name of server or servers in domain that provide that service.

	TXT
	Arbitrary text. Provides a way to add text comments to the database.

	WKS
	Well-known services. May list the application services available at this host.


Note: The SRV RR type is defined in RFC 2782

Table 24.6   Internet Root Servers

	Server
	Operator
	Cities
	IP Addr

	A
	VeriSign Global Registry Services 
	6 sites in the United States, Germany, Hong Kong
	IPv4: 198.41.0.4

IPv6: 2001:503:BA3E::2:30 

	B
	Information Sciences Institute 
	Marina Del Rey, CA, U.S. 
	IPv4: 192.228.79.201

IPv6: 2001:478:65::53

	C
	Cogent Communications 
	6 sites in the United States, Germany, Spain
	192.33.4.12 

	D
	University of Maryland 
	College Park, MD, U.S. 
	128.8.10.90 

	E
	NASA Ames Research Center 
	Mountain View, CA, U.S. 
	192.203.230.10 

	F
	Internet Software Consortium 
	49 sites in the United States and other countries
	IPv4: 192.5.5.241

IPv6: 2001:500::1035

	G
	U.S. DOD Network Information Center 
	6 sites in United States, Japan, Germany, Italy 
	192.112.36.4 

	H
	U.S. Army Research Lab 
	Aberdeen, MD, U.S. 

San Diego, CA, USA
	IPv4: 128.63.2.53

IPv6: 2001:500:1::803f:235

	I
	Netnod 
	38 sites in the United States and other countries
	IPv4: 192.36.148.17

IPv6: 2001:7fe::53

	J
	VeriSign Global Registry Services 
	70 sites in the United States and other countries
	IPv4: 192.58.128.30

IPv6: 2001:503:C27::2:30

	K
	Reseaux IP Europeens - Network Coordination Centre
	18 sites in the United States and other countries
	IPv4: 193.0.14.129

IPv6: 2001:7fd::1

	L
	Internet Corporation for Assigned Names and Numbers
	55 sites in the United States and other countries
	IPv4: 199.7.83.42

IPv6: 2001:500:3::42

	M
	WIDE Project 
	6 sites in the United States, Japan, Korea, France
	IPv4: 202.12.27.33

IPv6: 2001:dc3::35 


Table 24.7  Key Terms Related to HTTP

	Cache


A program's local store of response messages and the subsystem that controls its message storage, retrieval, and deletion. A cache stores cacheable responses in order to reduce the response time and network bandwidth consumption on future, equivalent requests. Any client or server may include a cache, though a cache cannot be used by a server while it is acting as a tunnel.

Client


An application program that establishes connections for the purpose of sending requests.
Connection


A transport layer virtual circuit established between two application programs for the purposes of communication.
Entity


A particular representation or rendition of a data resource, or reply from a service resource, that may be enclosed within a request or response message. An entity consists of entity headers and an entity body.
Gateway


A server that acts as an intermediary for some other server. Unlike a proxy, a gateway receives requests as if it were the original server for the requested resource; the requesting client may not be aware that it is communicating with a gateway. Gateways are often used as server-side portals through network firewalls and as protocol translators for access to resources stored on non-HTTP systems.
Message


The basic unit of HTTP communication, consisting of a structured sequence of octets transmitted via the connection.
	Origin Server


The server on which a given resource resides or is to be created.
Proxy


An intermediary program that acts as both a server and a client for the purpose of making requests on behalf of other clients. Requests are serviced internally or by passing them, with possible translation, on to other servers. A proxy must interpret and, if necessary, rewrite a request message before forwarding it. Proxies are often used as client-side portals through network firewalls and as helper applications for handling requests via protocols not implemented by the user agent.
Resource


A network data object or service which can be identified by a URI.

Server


An application program that accepts connections in order to service requests by sending back responses.
Tunnel


An intermediary program that is acting as a blind relay between two connections. Once active, a tunnel is not considered a party to the HTTP communication, though the tunnel may have been initiated by an HTTP request. A tunnel ceases to exist when both ends of the relayed connections are closed. Tunnels are used when a portal is necessary and the intermediary cannot, or should not, interpret the relayed communication.
User Agent


The client that initiates a request. These are often browsers, editors, spiders, or other end-user tools.


Table 24.8  Augmented BNF Notation Used in

URL and HTTP Specifications

•Words in lowercase represent variables or names of rules.

•A rule has the form

name = definition

•DIGIT is any decimal digit; CRLF is carriage return, line feed; SP is one or more spaces.

•Quotation marks enclose literal text.

•Angle brackets, "<" ">", may be used within a definition to enclose a rule name when their presence will facilitate clarity.

•Elements separated by bar ("|") are alternatives.

•Ordinary parentheses are used simply for grouping.

•The character "*" preceding an element indicates repetition. The full form is:

<I>*<J>element


indicating at least I and at most J occurrences of element. *element allows any number, including 0; 1*element requires at least one element; and 1*2element allows 1 or 2 elements; <N>element means exactly N elements.

•Square brackets, "[" "]", enclose optional elements.

•The construct "#" is used to define, with the following form:

<I>#<J>element


indicating at least I and at most J elements, each separated by a comma and optional linear white space.

•A semicolon at the right of a rule starts a comment that continues to the end of the line.


