Table 21.1   Traffic Generated by Various Multicasting Strategies
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Table 21.2   OpenFlow Messages

	Message
	Description

	Controller-to-Switch

	Features
	Request the capabilities of a switch. Switch responds with a features reply that specifies its capabilities.

	Configuration
	Set and query configuration parameters. Switch responds with parameter settings

	Modify-State
	Add, delete, and modify flow/group entries and set switch port properties.

	Read-State
	Collect information from switch, such as current configuration, statistics, and capabilities.

	Packet-out
	Direct packet to a specified port on the switch.

	Barrier
	Barrier request/reply messages are used by the controller to ensure message dependencies have been met or to receive notifications for completed operations.

	Role-Request
	Set or query role of the OpenFlow channel. Useful when switch connects to multiple controllers.

	Asynchronous-Configuration
	Set filter on asynchronous messages or query that filter. Useful when switch connects to multiple controllers.

	Asynchronous

	Packet-in
	Transfer packet to controller.

	Flow-Removed
	Inform the controller about the removal of a flow entry from a flow table.

	Port-Status
	Inform the controller of a change on a port.

	Error
	Notify controller of error or problem condition.

	Symmetric

	Hello
	Exchanged between the switch and controller upon connection startup.

	Echo
	Echo request/reply messages can be sent from either the switch or the controller, and must return an echo reply.

	Experimenter
	For additional functionality.


Table 21.3  Mobile IP Terminology (RFC 3334)

	Mobile node
	A host or router that changes its point of attachment from one network or subnetwork to another. A mobile node may change its location without changing its IP address; it may continue to communicate with other Internet nodes at any location using its (constant) IP address, assuming link-layer connectivity to a point of attachment is available

	Home address
	An IP address that is assigned for an extended period of time to a mobile node. It remains unchanged regardless of where the node is attached to the Internet.

	Home agent
	A router on a mobile node's home network that tunnels datagrams for delivery to the mobile node when it is away from home, and maintains current location information for the mobile node.

	Home network
	A network, possibly virtual, having a network prefix matching that of a mobile node's home address. Note that standard IP routing mechanisms will deliver datagrams destined to a mobile node's Home Address to the mobile node's Home Network.

	Foreign agent
	A router on a mobile node's visited network that provides routing services to the mobile node while registered. The foreign agent detunnels and delivers datagrams to the mobile node that were tunneled by the mobile node's home agent. For datagrams sent by a mobile node, the foreign agent may serve as a default router for registered mobile nodes.

	Foreign network
	Any network other than the mobile node's Home Network.

	Care-of address
	The termination point of a tunnel toward a mobile node, for datagrams forwarded to the mobile node while it is away from home. The protocol can use two different types of care-of address: a "foreign agent care-of address" is an address of a foreign agent with which the mobile node is registered, and a "co-located care-of address" is an externally obtained local address which the mobile node has associated with one of its own network interfaces.

	Correspondent node
	A peer with which a mobile node is communicating. A correspondent node may be either mobile or stationary.

	Link
	A facility or medium over which nodes can communicate at the link layer. A link underlies the network layer.

	Node


	A host or a router.

	Tunnel
	The path followed by a datagram while it is encapsulated. The model is that, while it is encapsulated, a datagram is routed to a knowledgeable decapsulating agent, which decapsulates the datagram and then correctly delivers it to its ultimate destination.



